
1.  Add your logo

Use the placeholder as a guide to size your logo, 

ensuring the logo is aligned left. Once your logo is 

correctly placed, delete the placeholder. 

See more instructions on slide 3

Click to add the names of your brand and your solution.

2. Update the headline

Replace this subheader with a one-line summary of the 

benefits for potential customers. Think of the solution from 

their perspective: what does it enable them to do?

5. Summarize the benefits

Use this section to describe the solution details. Try to 

address the following questions:  

● What are common use cases? 

● Why do our technologies work so well together or 

complement one another?

● What are important considerations for customers 

using our technologies together?

6. Expand on the benefits

What do you want your customers to do next? Invite 

them to contact you or visit your website by adding 

a link if required. 

Learn how to add your link on slide 4

Update these opening paragraphs to describe our 

customers’ challenges and introduce your solution. 

● What is the market situation that our joint offering 

helps? Try including interesting data points or trends 

that customers may find find insightful.

● Why is this solution in a unique position to address 

these challenges or obstacles?

Learn how to paste without formatting on slide 4

4. Introduce your solution

Enter a one-line summary/value prop of your solution for 

potential customers.

3. Update the subheader

If you like, include the reference architecture or another 

visual that explains the solution. You can use 

industry-related imagery, or highlight additional content.

Learn how to adjust your image on slide 4

7. Add a call-to-action and link

8. Paste an image or delete the box

Start here

Duo Security & ChromeOS
— Powering Remote Workforce Security
Confidently block unauthorized access without impacting your
workforce productivity.

The rapid transition to remote work opened a 
window of opportunity for bad actors interested in 
compromising systems for financial gain. The 
shifted perimeter has increased the exposure to 
threats like phishing, credential theft and vulnerability 
exploitation. As the perimeter is now everywhere and 
anywhere users are (or where access happens), 
security must move with it and be in place at the 
point of access.

Securing the modern workforce and protecting core business 
assets, in the cloud or on-premises, requires verifying the users 
and establishing trust in the devices requesting access. And these 
controls should be simple to implement and offer a seamless 
user experience. 

With Duo Security, now part of Cisco, and ChromeOS, your 
organization can confidently block unauthorized access and 
ensure your workforce remains productive from any location.

Secure, trusted access made 
simple

Duo natively integrates with ChromeOS, 
empowering organizations to easily secure access 
while minimizing IT burden.

● Verify the identity of the users using adaptive 
multi-factor authentication (MFA)

● Allow access only for Chrome devices managed 
by your organization

● Reduce reliance on passwords using single 
sign-on (SSO)

● Enforce granular access controls for any 
application 

Power your remote workforce security with Duo and 
ChromeOS.
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