
Låt eleverna lära sig i en säkrare digital miljö, fri från 
annonser, spam och cyberhot. Erbjud den säkerhet på 
företagsnivå som skyddar datan hos flera miljarder 
Google-användare – samtidigt som du slipper krånglig 
administration.

Google Workspace for Education och Chromebook är 
säkra som standard, privata genom design och låter 
skolorna bestämma.

Säkrare undervisning med 
Google for Education 

Hur skyddas skolors 
data av Google for 
Education? 

Alla Googles produkter är säkra som standard och skyddas kontinuerligt av 
heltäckande processer som automatiskt upptäcker och förhindrar hot på internet. 
Verktyg som liknar de som blockerar 99,9 % av all skräppost i Gmail – över 100 
miljoner e-postmeddelanden varje dag – skyddar känsliga uppgifter 
och gör det enklare att efterleva viktiga internationella säkerhets- och 
integritetsstandarder.

Google krypterar data och skyddar den med flera säkerhetslager. Googles 
datacenter använder maskinvara som har utformats av Google och system som 
har optimerats för säkerhet och prestanda. Resultatet? Data skyddas vid varje 
punkt, vilket gör det möjligt att identifiera, bemöta och åtgärda hot. Faktum 
är att Google Workspace är världens säkraste molnbaserade kommunikations- 
och samarbetssvit, och inga attacker med utpressningsvirus har någonsin 
rapporterats på en företags-, utbildnings- eller konsumentenhet med ChromeOS.

Använder Google 
data från skolor? 

Skolor äger sin data
Skolan behåller fullständiga rättigheter till den immateriella egendom användarna 
skapar i Google Workspace for Education och kan ställa in regler och 
behörigheter för hur och när någon i skolan kan komma åt och hämta data och 
dokument. Google äger, använder eller säljer inte kunddata som lagras i Google 
Workspace for Educations tjänster. Vi skyddar denna data med strikta 
säkerhetsprotokoll, ger fullständig insyn och tillhandahåller omfattande 
integritetspolicyer med strikta säkerhetsprotokoll.

Insyn som skolor kan lita på
Google strävar efter att erbjuda insyn gällande policyer och metoder för 
datainsamling. I integritetsmeddelandet för Google Workspace for Education och 
användarvillkoren för Google Workspace finns information om hur vi strävar efter 
att skydda data.

Inga annonser i Google Workspace for Educations tjänster 
Vi använder eller säljer inte kunddata från Google Workspace for Education till 
tredje part, och vi delar inte data som lagras i våra system med tredje part, såvida 
detta inte uttryckligen begärs av datans ägare i enlighet med de omständigheter 
som anges i integritetsmeddelandet för Google Workspace for Education eller om 
så krävs enligt lag.

https://cloud.google.com/blog/products/identity-security/protecting-against-cyber-threats-during-covid-19-and-beyond
https://cloud.google.com/blog/products/identity-security/protecting-against-cyber-threats-during-covid-19-and-beyond
https://www.youtube.com/watch?v=avP5d16wEp0
https://workspace.google.com/blog/product-announcements/generative-ai?utm_source=twitter&utm_medium=unpaidsoc&utm_campaign=FY23-Q1-googleworkspace_workspaceblog_Product-Update&utm_content=-&utm_term=-
https://cloud.google.com/blog/products/chrome-enterprise/chrome-os-ransomware
https://workspace.google.com/intl/en/terms/user_features.html
https://workspace.google.com/intl/en/terms/user_features.html
https://workspace.google.com/terms/education_privacy.html
https://workspace.google.com/terms/premier_terms.html
https://workspace.google.com/terms/education_privacy.html


Kan jag använda Google 
Workspace for Education 
i enlighet med juridiska 
standarder?

Google stödjer efterlevnad av strikta säkerhets- och integritetsstandarder, 
bland annat FERPA, COPPA och GDPR, och har granskats av oberoende 
tredjepartsorganisationer. Det finns en fullständig lista över globala 
efterlevnadsstandarder i centret för molnefterlevnad och föreskriftsresurser.

Kan administratörer 
hantera och skydda 
skolans domäner? 

Vi erbjuder verktyg som gör det enklare att övervaka och hantera datasäkerhet och 
som ger bättre kontroll och synlighet. Det underlättar för administratörer 
som behöver underhålla domäner. Inbyggda automatiserade skydd erbjuder 
övervakning, datakryptering, förebyggande av dataförlust, identitets- och 
åtkomsthantering och mycket annat, dygnet runt. 

Administratörer hittar centraliserade inställningar i Administratörskonsolen 
och kan hantera integritet, säkerhet, data och enheter. Därifrån erbjuder 
säkerhetscentret automatiska varningar och hanteringsverktyg som förhindrar, 
upptäcker och åtgärdar säkerhetshot. Det gör det möjligt för administratörer 
att agera så fort en incident upptäcks.

Med Chrome Education Upgrade centraliseras hanteringen av Chromebook-
enheter och användarna får tillgång till alla funktioner i ChromeOS, inklusive 
åtkomstkontroller och avancerad integrerad säkerhet för Chrome-enheter.

Hur skyddas yngre elever 
av Googles produkter? 

Elever som uppges vara under 18 år skyddas av inbyggda standardinställningar. 
Administratörer kan ställa in åtkomst till vissa tjänster utifrån användarnas 
ålder, på distrikt-, skol-, klass- och individnivå. Skolor kan till exempel begränsa 
YouTube-innehåll och aktivera SafeSearch och Safe Sites för att filtrera bort 
olämpliga resultat och förhindra att elever besöker osäkra webbplatser. 

Digitala säkerhetsstandarder gäller även EdTech-appar och -tillägg från tredje part 
som förekommer i Google for Educations App Hub. I Google for Education finns 
kontrollmärken, applicensiering och innehållsmedvetna åtkomstregler. De här 
verktygen ger skalbar kontroll och översikt åt administratörer med appåtkomst.

Hur kan föräldrar och 
vårdnadshavare hjälpa sina 
barn att använda internet 
på ett säkrare sätt? 

Integritet och säkerhet i företagsklass är inbyggt i själva grunden till Google 
for Education. Vi ger dessutom vårdnadshavare och familjer tillgång till flera 
olika resurser som gör det enkelt att förstå och skydda barnens digitala 
undervisningsmiljö, till exempel:
● Vårdnadshavarens guide till integritet och säkerhet: En översikt över 

hur verktyg i Google for Education interagerar i syfte att tillhandahålla säkrare 
undervisning

● Familjeguiden Be Internet Awesome: Innehåller resurser om säkerhet 
på internet och digitalt medborgarskap i hemmet

● Teknikverktyg för familjer och vårdnadshavare: En kort video om hur Google 
for Education tillhandahåller säkerhet med hjälp av inbyggda skydd

● Familjeguide till digitalt välmående: Samtalspunkter om tuffa 
teknikfrågor och hur man navigerar den digitala världen som familj

● Family Link: En app som gör det möjligt för vårdnadshavare att ange skärmtid, 
hitta bra innehåll och skapa hälsosamma digitala vanor 

● Säkerhetscenter för föräldrar: Råd från experter och pedagoger 
om hur man hanterar teknik i familjen 

● Families.google: Resurssamling om hur du 
uppfostrar digitalt ansvarsfulla barn

Läs mer om säkra undervisningsmiljöer 
med Google for Education© 2023 Google LLC 1600 Amphitheatre Parkway, Mountain View, CA 94043.

https://cloud.google.com/security/compliance/compliance-reports-manager
https://cloud.google.com/security/compliance/?hl=en
https://support.google.com/a/answer/55955?hl=en&ref_topic=2413312&sjid=9008572568073157588-NA
https://support.google.com/a/topic/7492529?hl=en&ref_topic=7556782
https://services.google.com/fh/files/misc/chrome_education_upgrade_onepager.pdf
https://support.google.com/websearch/answer/510?hl=en&ref_topic=3425457
https://services.google.com/fh/files/misc/guardians_guide_to_privacy_and_security_march_2020.pdf
https://storage.googleapis.com/gweb-interland.appspot.com/en-us/hub/pdfs/Google_BeInternetAwesome_DigitalCitizenshipSafety_FamilyGuide.pdf
https://www.youtube.com/watch?v=LpywaCejlF8&list=PLP7Bvyb3ap44Mll5eZ8RqY9VtuELuJ4eT&index=9
https://storage.googleapis.com/gweb-interland.appspot.com/en-us/hub/pdfs/Google_Digital_Wellbeing_Family_Guide.pdf
https://families.google.com/familylink/
https://safety.google/families/
https://families.google/
http://edu.google.com/educationstandard
https://edu.google.com/why-google/privacy-security/
https://edu.google.com/why-google/privacy-security/

