Google Workspace for Education

Mobile management: securing endpoint devices (Android, iOS)

Google Workspace for Education paid editions (Education Standard, Teaching and Learning Upgrade, and Education Plus) help you create an innovative learning environment with enterprise-grade tools that are customized for education. Here we’ll provide guidance on actions you can take to manage Android and iOS devices.

Exploring Google Workspace for Education for the first time?

Connect with an expert and learn more here.

We recommend that Google Workspace administrators take some basic steps to manage mobile devices, including:

- Set up advanced mobile device management
- To manage iOS devices, set up an Apple push certificate and set up organization-owned iOS devices
- Add organization-owned devices to your inventory
- Deploy Android devices with zero-touch enrollment
- Review the device management security checklist
- Apply universal settings for mobile devices
- Apply settings for Android devices
- Apply settings for iOS devices
- Manage a user’s device
- Approve, block, unblock, or delete a managed device
- Manage mobile apps for your organization
- Get details about your managed devices