Looker protects the Personal Information it collects via the Site or Platform with reasonable and appropriate physical, electronic, and procedural safeguards and has a dedicated information security function responsible for security and data compliance across the organization.

If you would like to stop receiving communications from Looker, you can unsubscribe from communications by following the unsubscribe link in any communication. You can also manage your account settings to change your preferences.

We use third-party service providers to provide a recruiting software system. We also share your personal data with other third-party service providers that may assist us in recruiting and other business activities, such as product updates, security alerts, marketing, events, training, and certifications. If you would like to stop receiving communications from these third parties, you can unsubscribe by following the unsubscribe link in any communication.

Your personal information may be accessed by recruiters and interviewers working in the country where the position for which you are applying is based, as well as by internal and external service providers, as required to complete your job application.

This information is retained in accordance with Looker’s retention policy. If you would like to request access to the Personal Information we hold about you, or request that we correct, update, or delete any Personal Information that you believe is incorrect, please Contact Us with your request.

To fulfill legal obligations, including: (a) to fulfill contractual obligations to our clients; (b) to comply with legal or regulatory requirements; (c) to prevent or investigate violations of our Service Agreement or other agreements; (d) to enforce our Service Agreement and other agreements; (e) to enforce our rights, protect our interests, or those of our customers or others; (f) to protect the safety of any person, violations of our Service Agreement, or as otherwise required by law. In each case, we will make reasonable efforts to verify the validity of the request of our customers, we have a process to permanently anonymize the data by data engineering. Looker Administrators may either self-serve or Contact Us to manage your account. Please refer to our Privacy Policy and Terms.

Looker makes available the NAI Opt-Out Link and the EU-US Privacy Shield and Swiss-US Privacy Shield Privacy Shield Principles program for users in the United States and the European Economic Area. You are entitled to request that your Personal Information be blocked, erased, or limited from processing (the “Right to Erasure”) or that your information not be used or otherwise processed (the “Right to Restrict Processing”). To make a request, please Contact Us with your request. We will do our best to respond in a timely manner and grant your request to the extent permitted by law.

Looker also shares information about event participants with resellers and other partners that may communicate with you on our behalf. Please refer to our Privacy Policy and Terms.

We do not track visitors to the Site across third-party websites and therefore do not respond to Do Not Track signals in these circumstances.

We do not sell your personal information to third parties for their own marketing purposes.

If you have questions about this Privacy Policy, you can Contact Us for more information. Please also visit the following websites:

- Looker Solutions
- Looker Blocks
- Data Platform
- Data Modeling
- Embedded “Powered by Looker”
- Looker Documentation
- Glossary
- Frankfort, Germany regions
- NAI Opt-Out Link
- EU-US Privacy Shield Principles
- Swiss-US Privacy Shield Principles
- Contact Us
- Community
- Blog
- Engage