
Summary 
Global ntech company Fiserv  is using the new intelligence-driven 
approach in Google Security Operations to deliver turnkey security 
outcomes with threat intelligence that’s personalized, relevant, and 
seamlessly embedded.

Key Points
1. Chronicle enriches all event data with threat intelligence, enabling 

comprehensive actor and campaign analysis across 12 months of 
history

2. This approach boosts e ciency, reducing manual work and 
automating threat detection through behavioral analysis

3. Future plans include adversary-focused dashboards, security 
validation, and integration of customers' internal threat intelligence
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How do we focus on the vulnerabilities that matter most, reducing our attack surface, and communicate that to 
leaders so they can prioritize resources to eliminate those risks … with the speed and scale of what Chronicle is 
delivering us.”

     Ronald Smalley, SVP - Cyber Operations, Fiserv

View the full Next '24 breakout session

Fiserv and Intelligence-driven SecOps for Turnkey Outcomes

https://www.youtube.com/watch?v=_p5DnMRB04w&t=2s

